
SecuriCDS DD1000i is a data diode with hard-
ware based optical separation to assure uni-
directional data flow. DD1000i includes proxy 
services to handle application level protocols 
and provides an easy integration into any sys-
tem. It is designed, tested and produced to meet 
the highest security requirements.

File Security Screener
Package options

Starter package
The smallest size package includes the essential components needed to protect your 
security domain from malicious code attacks. The sensitive network is secured by a 
data diode, guaranteeing unidirectional communication, and the files are scanned 
using eight antimalware engines from well-known antivirus vendors.  

Standard package
The standard package is suitable for installation environments with high security 
requirements. The package includes two data diodes, protecting the file sanitation 
environment as well as the sensitive network from attacks File scanning is performed 
with 12 different antivirus engines from well-known antivirus vendors. 

Included components
• FSS Destination Data 

Diode 
• FSS Source Data Diode
• FSS Solution Engine (FQS)
• OPSWAT MetaDefender-

Platform
• OPSWAT MetaScan 12 

Engines

Price starts from ~80k€

Included components
• FSS Destination Data 

Diode
• FSS Solution Engine (FQS)
• OPSWAT MetaDefender-

Platform

• OPSWAT MetaScan 8 
Engines

Price starts from ~55k€
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The File Security Screener solution can be customised in many ways to cover 
different needs. We can offer different packages depending on your use case, 

installation environment and target cost. 



Multi-domain package
The multi-domain package can support large organisations and 
companies with multiple networks from a single secured isolated network 
and file analyse engine. File sanitation is performed with 20 different 
antivirus engines from well-known antivirus vendors. 
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Advenica provides expertise and world-class high  assurance cybersecurity solutions for critical data 
in motion up to Top Secret classification. We enable countries, authorities and companies to raise 
information security and digitalise responsibly. Founded in 1993, we are EU approved to the highest 
level of security. Our unique products are designed, developed and manufactured in Sweden.

Read more at advenica.com

Included components
• FSS Destination Data Diode(s) 
• FSS Source Data Diode
• FSS Solution Engine (FQS)
• OPSWAT MetaDefenderPlatform
• OPSWAT MetaScan 20 Engines

Price starts from ~120k€
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FSS add-ons
All FSS solution packages can be complemented with additional modules 
such as hidden content recognition and removal (CDR), recognition of 
sensitive information (DLP) or extra antivirus engines. Several input and/or 
output network domains can also be added.


